Setting Up the Dell " DR Series System as an
Archive Target on AppAssure 5.35.6

Dell Engineering

A Dell Technical White Paper



Revisions

Date Description

January 2014 Initial release

THIS WHITE PAPER IS FOR INFORMATIONAL PURPOSES ONLY, AND MAY CONTAIN TYPOGRAPHICAL ERRORS AND
TECHNICAL INACCURACIES. THE CONTENT IS PROVIDED AS IS, WITHOUT EXPRESS OR IMPLIED WARRANTIES OF
ANY KIND.

© 2014 Dell Inc. All rights reserved. Reproduction of this material in any manner whatsoever without the express
written permission of Dell Inc. is strictly forbidden. For more information, contact Dell.

PRODUCT WARRANTIES APPLICABLE TO THE DELL PRODUCTS DESCRIBED IN THIS DOCUMENT MAY BE FOUND
AT: http://www.dell.com/learn/us/en/19/terms- of-sale- commercial-and- public-sector Performance of network
reference architectures discussed in this document may vary with differing deployment conditions, network loads, and
the like. Third party products may be included in reference architectures for the convenience of the reader. Inclusion
of such third party products does not necessarily constitute Dell's recommendation of those products. Please consult
your Dell representative for additional information.

Trademarks used in this text:

Dell™, the Dell logo, Dell Boomi™, Dell Precision™ ,OptiPlex™, Latitude™, PowerEdge™, PowerVault™,
PowerConnect™, OpenManage™, EqualLogic™, Compellent™, KACE™, FlexAddress™, Forcel0™ and Vostro™ are
trademarks of Dell Inc. Other Dell trademarks may be used in this document. Cisco Nexus®, Cisco MDS®, Cisco NX-
0S®, and other Cisco Catalyst® are registered trademarks of Cisco System Inc. EMC VNX®, and EMC Unisphere® are
registered trademarks of EMC Corporation. Intel®, Pentium®, Xeon®, Core® and Celeron® are registered trademarks of
Intel Corporation in the U.S. and other countries. AMD® is a reqgistered trademark and AMD Opteron™, AMD
Phenom™ and AMD Sempron™ are trademarks of Advanced Micro Devices, Inc. Microsoft®, Windows®, Windows
Server®, Internet Explorer®, MS-DOS®, Windows Vista® and Active Directory® are either trademarks or registered
trademarks of Microsoft Corporation in the United States and/or other countries. Red Hat® and Red Hat® Enterprise
Linux® are registered trademarks of Red Hat, Inc. in the United States and/or other countries. Novell® and SUSE® are
registered trademarks of Novell Inc. in the United States and other countries. Oracle®is a registered trademark of
Oracle Corporation and/or its affiliates. Citrix®, Xen®, XenServer® and XenMotion® are either registered trademarks or
trademarks of Citrix Systems, Inc. in the United States and/or other countries. VMware®, Virtual SMP®, vMotion®,
vCenter® and vSphere® are registered trademarks or trademarks of VMware, Inc. in the United States or other
countries. IBM® is a registered trademark of International Business Machines Corporation. Broadcom® and
NetXtreme® are registered trademarks of Broadcom Corporation. Qlogic is a registered trademark of QLogic
Corporation. Other trademarks and trade names may be used in this document to refer to either the entities claiming
the marks and/or names or their products and are the property of their respective owners. Dell disclaims proprietary
interest in the marks and names of others.

2 Setting Up the Dell™ DR Series System as an Archive Target on AppAssure 5.3.6 | January 2014


http://www.dell.com/learn/us/en/19/terms-of-sale-commercial-and-public-sector

Table of contents

R VIS OIS e 2
EXECULIVE SUIMIMIAIY oo 4
1 Install and Configure the DR Series SYSteM ... e 5
2 SO UP ADPASSUIE .o 12
2.1 Archive backup images to the DR Series SYSTEM ..o 12
2.2 Restore archived backup images from the DR Series SYyStem. ... 18
3 SetUp the DR SErIES SYSTEIM CLEANE 1 ..ot e 21
Monitoring deduplication, compression, and PerfOrMaNCE ..o 22
A ADDENAIX e 23
Al  Configure the DR container share as a CIFS storage device on ADPASSUIE ..ot 23
A2 Back up a LiNUX ClENT oo 24
A.2.1 Install the Linux agent onto the ClIeNt MaChing ... 24
A.2.2 Back up the Linux Client MaChing ... 25

Setting Up the Dell™ DR Series System as an Archive Target on AppAssure 5.3.6 | January 2014



Executive summary

This paper provides information about how to set up the Dell DR Series Deduplication Appliance as a

backup target for AppAssure 5.3.6. This document is a quick reference guide and does not include all DR
Series system deployment best practices.

For additional data management application (DMA) best practice whitepapers, see the DR Series system
documentation at http://www.dell. com/support/Manuals/us/en/19/Product/powervault-dr4100.

Note: The DR Series system and AppAssure screenshots used in this document may vary slightly,
depending on the DR Series system firmware version and AppAssure version used.
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1 Install and configure the DR Series system

1

2.

3.

4,

Rack and cable the DR Series system and power it on.

Initialize the DR Series system. Refer to the Dell DR Series Systern Administrator Guide under the
following topics: "IDRAC Connection,” "Logging in and Initializing the DR Series System,” and
"Accessing iDRAC6/IDRACY Using RACADM".

Log in to iDRAC using the default address 192.168.0.120, or the IP assigned to the iDRAC
interface. Use the user name and password of “root/calvin”.

apsons

! popoeeng §

Launch the virtual console.

System Summary - o 2

Sarver Hoalth

Component

=

cpgepe
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5. After the virtual console is open, log in to the system as user administrator and the password
StOr@ge! (the "0" in the password is the numeral zero).

6. Set the user-defined networking preferences.

Jould you like to use DHCP (yessno)d °
an IF addr
subnet mask:
default gateway address:
DNS Suffix (example: abc.com):
» primary DNS server [P address:
you like to define a secondary DNS server

"lease enter secondary DNS server IP address:

7. View the summary of preferences and confirm that it is correct.

Set Static IP Address

IP Address 18.18 .86.188
Network Mask

Default Gateway 18.18.86.126
DNS Suffix

Primary DNS Serwver 168.18.086. 181

Secondary DNS Server 143.166.216 . 237

Host Name DR4888-5

Are the above settings correct (yessnod) 7 _
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Log on to the DR Series system administrator console,

using the IP address you just provided for

the DR Series system and the username administrator and password StOr@ge! (the "0" in the

password is the numeral zero.).

@ i (1921682250 Enter User Defined IP Address
w [ Sneit B BT

DR4000
DR4000-DKCVES1

DAL

Login
Pioase onter your password:

Usermama: administrator

Log in

9. Join the DR Series system to Active Directory.

Note: If you do not want to add the DR Series system to Active Directory, see the DR Series
Deduplication Appliance Owner's Manual for guest login instructions.

a.

DR4100
edwinz-sw-01

adw w-01.0carinalocal

B Global View
Dashboard

Dashboard

uSystem State: optimal un State: optimal

Select Active Directory from the menu panel on the left side of the management interface.

Help | Logout

ul‘.lumber of Alerts: 0 Number of Events: 705

Capacity Storage Savings Throughput
. Zoom: 1h 1d 5d 1m 1y e Zoom: 1h 1d 54 1m 1y ()
Physical
?9-3|n;;5 (%6) Refreshing Mig/s
o
50 ).50
0 0.00
20 0:20 0:40 0:50 1:00 1:10 0:20 0 1:00 1:10
me (minutes) inutes
Ml Total Savings
System Information
Product Mame: DR4100 Total Savings: 55.06 %
Pas Systerm Mame: edwinz-sw-01 Total Number of Files in All Containers: 17
Email
mat Software Version: 99.0.0517.0 Mumber of Containers. 2
Current Date/Time: Thu Sep 26 01:12:47 2013 Mumber of Containers Replicated: o
Current Time Zone: US/Pacific Active Bytes: 47 GiB (7
Cleaner Status: Idle

e

Copyright @ 2011 - 2013 Dell Inc. All rights reserved,
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b. Enter your Active Directory credentials.

Active Directory e

Eemngs

This BBl D CRery & STRGE Tidei bl Dl CORGed] Chlh i) Wi Jiah lavk b Ol i e Wi

Ak Ve [RF 4 L0y L STt @laaa

Enter Active Directory Info

Cancwl  Join Domabn

COpE S 200 - 2015 Coull e Al g o8 B s

10. Create and mount the container. Select Containers in the navigation panel on the left side of the
dashboard, and then click the Create at the top of the page.

Del DR4100
Hel Log out
I' edwinz-sw-01 elp | Log oul
Containers : !
Mumber of Containers: 1 Container Path: /containers
Containers Files NFS CIFS RDA Replication Select
Dackup 1 ' ' Mot Configured

Copyright @ 2011 - 2013 Dell Inc. All rights reserved
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11. Enter a Container Name and select the Enable CIFS checkbox. (AppAssure supports CIFS
protocols.)

Create New Container:

"= required fields

Assign a name to the container, select its type, access protocal to use and add clients that need access. .
. *me the container
4rBO00-08.c Container Mame': | [ e 32 and only letters, numbers, - and _ characters.

Connection Type”: O No Access @ Nag (NFS, CIFS) O Rapid Data Access (RDA&) (7)

MFS CIFS

NFS access path: yvoyol-sw-01icontainers CIFS share path: tyoyol-sw-011 ntainers

Use NFS to backup LIMEE DrUElgiéIEFtC|FS Use CIFS to backup MS Windows clients. lect

or NFS

[¥] Enable NFS < P [V Enable CIFS e}

Client Access: Client Access |O

[[] open Access fall clients have access) [] Open Access (all clients have access) o

Add client {IP or FQDN Hosthame): irﬁg\d clients {IF or FQDM Hostname) |O

| entethpgiypaenerity [ .

Clients: Clients:

~ ~|[ Remave | |O

@]
lo

MNFS Options:
& rw [insecure
) o

Map rootto:

-select v

Cancel reate a New Container |

Copyright @ 2011 - 2013 Dell Inc. &l rights reserved

12. Select the preferred client access credentials.

Create New Container:

® = taquired fislds

Assign a name to the container, selectits type, access profocol to use and add clients that need access. .
. @me the container
drE000-09.c Container Name :| |Max 32 characters and only letters, numbers, - and _ characters.

) Mo Access ® MAS (NFS, CIFS) O Rapid Data Access (RD&) (7)

Connection Type*:

DashboEeEigs] CIFS
A NFS access path: yoyol-sw-01:icontainers CIFS share path: Wyoyol-sw-011 ntainers
Use NFS to backup LN or LI I Use CIFS o backup MS Windows clients. lect
Enable NFS < glé}iég{n&l FSorNFS P Enable CIFS O
Client Access: ClientAccess |O
[[] open Access (all clients have access) [[] Open Access (all clients have access) 0
Add client (IF or FQDN Hostname): il’#g\d clients (IP or FQDM Hosthame) |O
| ~eesiacipgiyip seneriiy mE g
Clients: Clients:
2 e
@]
lo

MFS Options:
ey [insecure
) o

Map rootto:

-select v

Cancel reate a New Container: |

Copyright @ 2011 - 2013 Del Inc. &1 rights reserved.
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10

Note: For improved security, Dell recommends adding IP addresses for the backup console (AppAssure
Core, AppAssure Agent). Not all environments will have all components included.

13. Click Create a New Container. Confirm that the container has been added.

ML DRE000 administrator (Log out) | Help
dr&000-08.acarina.local v

B Global View Containers Creste |
B Dashboard
Alerts | Message
* Succ v added iner “App e

u * Successfully added NFS connection for container “AppAssure”.
+ Successfully added CIFS connection for container “AppAssure”,

Mumber of Containers: 8 Caontainer Path: icontainers
Containers Files HFS CIFS RDA Replication Select
aal 15 W Stopped

aaz 11 W Mot Configured

aal " v Mot Configured

aald 18 "4 Mot Configured

aad 7 4 Mot Configured

AppAssure 1] v v Mot Configured

backup 1] v W Mot Configured

repl 4 v Mot Configured

wivd 4 v Mot Configured

Support

Coprytight @ 2011 - 2013 Dell Inc. &1 rights reserved.
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14. Click Edit. Note the container share/export path, which you will use later to target the DR Series

system.
Edit Container: AppAssure

® = required fialds

connection Trpe” O Mo Access ® NAS (NFS, CIFS) O Rapid Data Access (RDAL (2
MFS CIFS

drB000-09.c

Ry NFS access path: yoyol-sw-01/containersiAppAssure CIFS share path: fyoyol-sw-0144ppAssure tatistics
oba
—| Use MFS to hackup UME or LIMUX clients. Use CIFS to backup MS Windows clients.
Enable MNF5 Enable CIFS Mtainers
Client Access: Client Access:
Open Access (all clients have access) Open Access (all clients have access)
MFS Options:

[insecure

Map rootto:

root W

Cancel  Modify this Container
Date and Time
Support

Copyright @ 2011 - 2013 Dell Inc. &1 rights reserved.

15. To exit, click Cancel.
Edit Container: AppAssure

® = required fields

Connection Tgrpe*:

) No Access ® NaS (NFS, CIFS) O Rapid Data Access (RDA) (7)

drsong-oac  MFS CIFS o
NFS access path: yoyol-sw-01:fcontainersidpphssure CIFS share path: Wwyoyolsw-011AppAssure tatistics
Lse WFS to hackup UK or LINUX clients Lse CIFS to backup M5 Windows clients
Enahle NF3 Enahle CIFS tainers
Client Access: Client Access: plect
Open Access (all clients have access) Open Access (all clients have access)
MFS Options:
® ra [insecure
Cro
Map rootta:

root w

@ odify this Container
D 1d Tirme -~

Support

Copyright @ 2011 - 2013 Dell Inc. A1l rights reserved.
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2 Set up AppAssure

2.1 Archive backup images to the DR Series system

To create a backup job and back up a Windows data set, follow steps 1-8 in the procedure that follows. If
you already have a backed up data set, skip steps 1-8 and start from step 9 to archive the backup data set
to the DR Series system.

Note about Linux backup images: Steps 9-12 in the following procedure is for archiving both Windows
and Linux backup images. To generate Linux backup images, see Appendix A.2.

1. Login to AppAssure Core. Click Configuration -> Repositories -> Add New Repository.

AppAssure Contact Appdssure Support | docs | Version: 5.3.6.125

~ ‘A R320-5Y5.44 Machines | Replication | Virtual Standby | Fvents Configuration

“  Protected Machines
Manage Repositories ? |~ Actions

-

-,

= AT Repasitories = = = = = Add New Repository
Status | Repository Name Description Total Size Free Space

™ 10.250.242.12 Security a1 58 Open existing Repasitary )
) —_— P

Events
Retention Paolicy
attachability
Settings

Licensing

2. Typein arepository name and then click Add Storage Location.

Details

Repository = Comments:
Repository 2
Mame:

C it
eneurrent [

Operations:

Storage Locations Add Storage Location b

Metadata Path Data Path i Action

Please, add Starsge Location.
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13

Enter the Storage Location details; the storage location is the target location for backup job.
Click Save.

r

Storage Location

(©) Add file on local disk (7 Add file on CIFS share

Mietadata Path: : UMC path: WI0,250, 243, 8%aa2

Data Path: ciitesthdata User Mame: administrator

Password: CITTTITTY

We recommend placing the repository in a dedicated folder {i.e. X:\Repositoryt). Placing the repository in the root (i.e. ¥:\) is not recommended as a
delete of the repositary will delete the entire contents of the repasitory path.

Details ShowiHide Details

Size: 250 B |~

‘Show/Hide Details' allows editing of additional Storage Location parameters. Before changing the defaults, please refer to the documentation.

m Cancel

In the AppAssure core console, click Home -> Protect Machine.

[ llachines Mephicablon | Viehss| tandby | Cvents | Toal | Conflmation

Prutected Mahines

| YOYO-WINZKER1-0 g |

LR TE RPN

| Protected Machine: Proleet Machie ) Profect Chnter |
Statin | Maching Hame Regunitery Lawt Sospshst Reverery Pokaty | Total Prutexted Space

9 30T Fapeehory 1 VRT3 120157 i ] b MB
| Ropositories Ao Hrw Repinitory |

Status | Rapordiory Mame o Tron Spaca | Pratoctsd Duts | Machines | Recosery Palsts | Compression Rutia

O Rapoidiory 1 HIRIGE  TELEAGE 14 MO 1 B 2

O 1T 200 AM Events, slerts, reports and background jobs oider than 107Z8/201) 1200:49 AM were delsted from dutatace

MR Waghth Theekium Chech Jebf has bren thisped Bason: N mperts wallsbla for rightty ehoeksom cheek

& ez

AL Mgl e

bty job hies bean thdgped. Rewon: There are no SOL Server instances configured for ttachabiity chack on the Core

O 101 2005 M Ewwets, slerts, reports and Background jebs ider than 10ZTIE0TI 1200:57 A were delsted from duabiin

Ai V0TI 00T AN Kaghly Theckium Chack Jab hat bean siisoad Rastorc Ho spants wallsbls far Hightly shackion chack

di M) CO0ST M Naghtty sttachabiity job has rhigped. Ressor: Thare sre no S01 Server instances configured for sttachablity chack on the Core
Y 13 VAT MM A beckug of protected machine 3L 10T has falled,

1Y 310147 AW & barkus of pretectsd machine 1) IF has bean canceles

L 1IS0TE ST MR K backus of protected machine ') has bean cancaled
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5. Enter the client machine information and click Connect.

6. Check or uncheck each volume group to select the backup data set. To change backup schedules,
click Edit. Click Protect.

irefox [ o]
‘ @ welcome to Firsfax x | @ Mozila Firefox Start Page x |@Appﬁssura 5 Care x | + ‘

€& | @ fitps:{[r320-sys-44:8006 apprecovery/admin/Core I ‘ @- Googe P| B- 4+ #

Options

Display Mame:

Repository:
Encryption Key

Inftially pause pratection:

Volumes Apply Default

= | Yolume groups

Every 60 minutes peak, svery 60 minutes

vl > (Velume Labeled ‘System Reserved) Edit

weekends

SER Every 60 minutes peak, every 60 minutes @
! weekends
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7. The machines that have been protected by AppAssure are listed on the left side under Protected
Machines.

AppAssure s ary Contact Apphssure Support | docs

i R370-5Y5-44 [T Recavery Points | Events Configuration

*  Protected Machines

[ 10.250.233.95

Ly

Summar:
=¥ 10.250.242.12 4

Host: ZHUHA2012-01
Last Snapshet:  11/2672013 11:65:06 Pk
Mext Snapshati  11/27/2013 12:55:06 Ak
Encryptian: Disabled
Version: 5.3.6.128

Yolumes

olume Labeled “Sytem & gy Totalsize 350 Lsed Space: Free space: 108.7 Every 60 minutes peak, every 60
rume Labeted mystem ResEretl g 241.3 B B minutes weekends

Total size: 199,66 Lsed Space: Free space: Every 60 minutes peak, every 60

GB 57.15 GB 142,51 GB minutes weekends _

8. AppAssure creates backup images for the protected machines according to the protection policy.
To see the backup images, click Protected Machines - > Recovery Points.

Machbios | Meplication  Vieal Stady  Dvente

VPVGLOBALRDOT D o Har daisiVolumed

Replay Engine Connestions Dot |

Local o Print | Remsrte God Paint | Mousted Inage Dhiply fame s Wriable Mot | Autheentieated Lhar

Setting Up the Dell™ DR Series System as an Archive Target on AppAssure 5.3.6 | January 2014



9. To create an archive job, click Core Server -> Tools - > Archive - > Create. Enter all of the required
information then click Archive.

| Erente Arthlve

| Date Rangs
™ — o T Diate range of your Dackup mages

| oote rangr:

[ Location

' __The UNC path of DR_

The access information to DR

10. To check the archive job details, click the Events tab.

Archive of 1 agents from 10/27/2013 12:00:00 Al to 11/27/2013 11:59:59 PM. Archive path: W10.290. 243, 89\AppAssure.

et Tima: [LCE TR REHERTF

[
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11. The archive job details are displayed on the Events tab.

T W bcthw [ Cosgiste @ Failed

VWD Y A TN TR A

VRS IHEE06 P S1/2T/013 L0686 A =
VNS0T AR P N/EREDH 11034 P El
G0N W00 PR TUBI0N 0015 B =

* Tranater of vwumes (1] from 202817 Succneded VIS0 VIAGT P TEZR00D 1150 e

A machivals) E— 128013 019060 P =

Sugten ded ZS013 52420 P =

otacted aachinat from backup. Path: Y0250 240, 181t Suecasded WS01D 0 AN, S0 124500 AN =

* imparting | protected mach chiap, Path: VL2404, st Erar VIEATTY EHIRAT A DN TN AW L=

¥ Delating o8 recovery soinks for ‘1,240 282 1 fuceneded TR T AN TSN TR A =

Poge £ o 7 69 Raw] V2245670

Alorts D Al |

12. To return to the Next Step Wizard page, click Finish. To close the window, click Close.
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2.2 Restore archived backup images from the DR Series system

1. Click Tools -> Archive - > Import.

Bome  Machbws | Weplicstion | ¥iehul ftandby | (venh @M Cosflewation

Formatted Capscity

Lecal Erd Perkt | Remate End Point | Membed Tmige Display Hame b ritatle Mot | Austhenticated User

2. Enter the UNC path of the DR container share that holds the archive images. In addition, enter the
CIFS credentials for authenticating to the DR Series system. Click Check File.

Home  Mahioen  feplcation  Yitual Stendby  (rents [TT0)

Input the access information of DR

+
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3. Under Agent Names, select the agent and repository that the archived data will be imported to
and click Restore.

Eute rarge MMEHIOED 130000 A to: VIO 115099 P

4. To monitor the restore process, click Open Monitor Window.

Imgerting 1 protected machines from backup, Path: WI0.290.243. 8% \AppAssure.

Shart Tima: VIFTTIOND 1:2%:4% Al Tnd Tims TITIOND 152508 A

Saxceaded

Closn (Tt will rusn s backgrosmdd)
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5. After the restore is completed, click Protected Machines - > Recovery Points. Verify that the
recovery point(s) have been restored back to the repository.

Repository Statis

e

[

R
7.9

(vokema Labeded “Tystem Hararapd], 14

Hmameveu

Prabecind Mschines

LTI TR

* etions

Recovery Points

| Staben | Fncrypted | Comtents
Dikme Labeled Srten Resermd], G 1 WP 12522 A

[Vishime Labeled Syatem Berared]

V208 11504 P

(Vakima Labsled Faten Baverad], £}
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Set up the DR Series system cleaner

Performing scheduled disk space reclamation operations are recommended as a method for recovering
disk space from system containers in which files were deleted as a result of deduplication.

The cleaner runs during idle time. If your workflow does not have a sufficient amount of idle time on a
daily basis, then you should consider scheduling the cleaner to force it to run during a scheduled time.

If necessary, you can perform the procedure shown in the following screenshot to force the cleaner to
run. After all of the backup jobs are set up, the DR Series system cleaner can be scheduled. The DR Series
system cleaner should run at least six hours per week when backups are not taking place, and generally
after a backup job has completed.

ML DR4100 Help | Log out
EdwinZ-SW-01 .

Dashboard
= Aleris Cleaner Schedule

Events
Health System time zone: US/Pacific, Fri Jul 5 05:00:41 2013

Schedule Cleaner

— Mote: When no schedule is set, the cleaner will run as needed.

Replication

B storage Day Start Time Stop Time
Containers Sun - -
Replication Won - -~
Compression Level Tue - -
Clients Wed - -

= Schedules Thu - —
Replication Schedule Fri - —

B - System Configuration
MNetworking
Active Directory
Local Workgroup Users
Email Alerts
Admin Contact Info
P: rd
Email Relay Host
Date and Time

Software Upgrade
License

Copyright ® 2011 - 2013 Dell Inc. All rights resenved.
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Monitor deduplication, compression, and performance

After backup jobs have run, the DR Series system tracks capacity, storage savings, and throughput on the
DR Series system dashboard. This information is valuable in understanding the benefits of the DR Series

system.

Note: Deduplication ratios increase over time. It is not uncommon to see a 2-4x reduction (25-50% total
savings) on the initial backup. As additional full backup jobs are completed, the ratios will increase.
Backup jobs with a 12-week retention will average a 15x ratio, in most cases.

DR4100
W‘LL EdwinZ-5W-01

= Dashboard

Monitor Dedupe,
Compression &

Dashboard
Performance

u Syslem Stale; optimal u HW St1ale gpiimal

22

Cleaner Stabus

Copymight @ 20111 - 2013 Dall Inc. Al fights resered

Capacity Storage Savings
Toom: 1h 19 B4 1m Ay % Toom: 1h 1d & :
Sadings () MiBs
" Time (minilas Tima (minules)
W Tols M Read
M Fr
Sysvem Information
Produc Hama CRL100 Todal Savings ATE2 %
System Harms EcwinZ-5-01 Total Mumiber of Files in All Contansns 107
Software Varsion 2101650 Humber of Contaifers 2
Current DabeTirme Fri Jul & 05:04:20 2013 Humoaer of Containers Replicaten i
Curani Tiene Zone ISP 3oific Acthos Bytes 1.2 Gil T,
e
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A Appendix

Al Configure the DR container share as a CIFS storage device on
AppAssure

In order to configure the DR container share as an archive destination, AppAssure needs to authenticate to
a DR Series system.

e If DRisjoined into an Active Directory domain, you must enter [domain_name]\user_id in the
User Name field for successful authentication.

Hode | Machbes | Mepleition | VBRI Tiady  Tesats ROV Cosfiseation

e |f DRis configured as a standalone CIFS server, a DR local CIFS user credential can be used.

Beplication  Vietual Shandlry  Trents

_Input DR user name only if it does not join any domain

Chack [Tl
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A2 Back up a Linux client

A21 Install the Linux agent onto the client machine

Note: For more details, see the AppAssure User Guide.

On the Linux client machine, run the commands below as the root user:

1. Create a new user for Linux Agent
useradd approot

2. Set a password for the new user
passwd approot

3. Add the user to the root, daemon, adm, and wheel groups.
usermod —G root,daemon,adm,wheel approot

root@lvanW-RHEL6-02:~/Downloads

File Edit View Search Terminal Help
[root@Ivani-R
[root@IvanW-RHELGE-02 Downloads]# passwd approot

Changing password for user approot.

New password:

Hetype new password:

passwd: all authentication tokens updated successfully.
[rooct@IvanW-RHELE-0Z Downlcads]# usermod -G root,daemon, adm,wheel approct
[Toot@IvanW-RHEL6-02 Downloadsl# groups approot

approct @ approct root daemon adm wheel

[root@IvanW-RHELE-02 Downloads]# I

LE-02 Downloads]# useradd approot

4. Install the Linux agent installer.
./appassure-installer_rhel _amd64 5.3.6.125.sh
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root@ivanW-RHEL6-02:~/Downloads

File Edit View Search Terminal Help

tar: appassure-packages/appassure-agent-5.3.6-125el6.x86_64.rpm: time stamp 2013
—11-03 16:45:17 is 1149851.7914909555 s in the future

tar: appassure-packages/version: time stamp 2013-11-03 16:46:03 is 1149997.79083
4578 s in the future

tar: appassure-packages/app =
1-03 16:46:03 is 1149987.78 137 = in the future

tar: appassure-packages/appa re-mono-5.3.6-125el6.xB6_64d.rpm: time stamp 2013-
11-03 16:46:02 is 1149935.267355637 5 in the future

tar: appassure-packages/appassurse-wvdisk-5.3.6-125el6.x86_64.rpm: time stamp 2013
—11-03 16:45:12 is 1149545.264826559% s in the future

tar: appassure-packages/nbd-dkms-2.6.32.el6.noarch.rpm: time stamp 2013-11-03 16
t47:51 is 1150104.264341006 s in the future

tar: appassure-packages: time stamp 2013-11-03 16:47:51 is 1150104.263594253 s 1
n the future

Configure default port for aAgent [8006]:

AppAssure Agent will listen on port 8006

Mow add some users to group 'appassure' to grant them permission to protect the

B

ssure-vss-5.3.6-125216.x86_64.rpm: time stamp 2013-1
7 s

machine
Enter a list of users allowed to protect the machine (ex: jsmith,ajohnson} [none

approot
:*Qi*****ii*****Q*****Qi*****ii****Qi*****i

A reboot is reguired to apply installation changes
Would you like to reboot after installation? [¥/mnl yl

Note: You can download the Linux agent installer from the AppAssure 5.x link here:
http://docs.appassure.com/display/AAS0D/AppAssure+5+Previous+Builds.

A.2.2  Back up the Linux client machine

1. On the AppAssure Core Console, click Home -> Protect Machine.

2. Inthe Connect dialog box, enter the information about the client machine, and then click
Connect.

Host: war-RHELG-0Z] | Part: 006

Uzer name: Password!  |eessesss

h

Note: Use the approot user, which was added during agent installation.
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2. Inthe Protect dialog box, edit the settings as needed, and then click Protect.

Options

Display Mame: | eari-RHE Le-D2

Repositore
Encreption Kew

Imitially pauze protection:

‘ Yolumes Apply Default ‘

& | Yolume groups

E 60 minut k 60 minut
& ./ VEFY minutes peak, every minutes Edit
weekends

Every 60 minutes peak, every 60 minutes

[¥]  »fboot
weekends
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